Quiz INPRO physical protection


INPRO Physical Protection:  Quiz
1) A physical protection regime includes:

a) the activities of a State to protect nuclear material and facilities. 

          
[   ]
b) the activities of an Operator to protect nuclear material and facilities

[   ]
2) The responsibility for nuclear security belongs to:
a) The State.








[   ]
b) The Operator.








[   ]

c) The Guard.








[   ]

3) A Design Basis Threat is:
a) the facility design around which you define any threats.



[   ]

b) the defined threat against which the facility must be protected.


[   ]

4) An example of a Vital Area would be:
a) the office of the General Director





[   ]

b) the back-up power system for emergency shutdown



[   ]
c) both (a) and (b)








[   ]
5) Which of the following are necessary inputs for an assessment of PP?
a) the latest version of the nuclear security law(s). 




[   ]

b) personal access to all nuclear materials on the site.



[   ]

c) an analysis of the results of effectiveness testing of the PP system.

[   ]

6) A Physical Protection Regime shall be ___ and ___ implemented for the full lifecycle of an INS.
a) effectively and efficiently






[   ]

b) urgently and uniformly







[   ]
c) operational and mostly







[   ]
7) The competent authority is designated and empowered by:
a) the Head of State.







[   ]

b) the National Law.







[   ]

c) the General Director of the competent authority.




[   ]

8) Responsibilities of the Operator include:

a) Implementation of all licensing requirements.




[   ]
b) preparation of site security plan






[   ]
c) ensuring that inspectors do not locate deficiencies.



[   ]

d) coordination with offsite response organizations.




[   ]

9) Physical Protection should be considered in other areas of the INPRO methodology:

a) True









[   ]

b) False









[   ]
c) When necessary








[   ]
10) Implementing a “trustworthiness” program ensures:
a) that the Insider threat has been eliminated.




[   ]

b) that staff have no known problems.





[   ]

c) that staff will not cause problems in the future. 




[   ]

11) Use of a Graded Approach requires that the State:
a) Define acceptable limits of consequences of malicious acts.


[   ]

b) Place greater emphasis on securing high consequence material.


[   ]

c) Place equal emphasis on anything that could harm someone. 


[   ]

12) Aspects of good Nuclear Security Culture include:
a) Allowing the Senior Management to bypass security channels.


[   ]

b) Using emergency exits to go outside for a smoke break.



[   ]

c) Notifying security staff when you do not recognize someone in a vital area.
[   ]

13) Successful detection of an intruder requires:
a) A very expensive, computerized security system




[   ]

b) Knowing when they plan to attack





[   ]
c) Proper assessment of an alarm notification




[   ]
14) Contingency plans and procedures should be enacted when:
a) The head of the guard force does not feel like taking charge.


[   ]
b) Something is wrong with a key piece of security equipment. 


[   ]

c) Pre-defined parameters dictate.






[   ]

15) The Office of Nuclear Security at the IAEA can help Member States by: 

a) Performing advisory missions and providing recommendations.


[   ]

b) Providing model regulations for nuclear security.



[   ]

c) Offering national and regional training activities on security related issues. 
[   ]

d) Providing guidance and defining international expectations for security.

[   ]
1

